1. Double click on certificate file (.cer) and then click on “Install Certificate”
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2. Click Next on Certificate Import Wizard
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3. Select “Place all certificates in the following store” and then click on browse button.
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4. Select “Trusted Root Certification Authorities” on select certificate store & click on Ok
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5. Click next once “Trusted Root Certification Authorities” is displayed in Certificate store
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6. Click Finish on Certificate Import Wizard Screen
[image: image6.png]zard

Certificate Import Wi

Completing the Certificate Import
Wizard

You have successfull completed the Certficate Import
wizard,
ou have specied the following settings:

Certficate Store selected by User Trusted Root Certic
Content Certficate

[<eo ] (o





7. Click Yes on Security Warning Screen.
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8. On Successful import following message will be displayed.
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9. Click on “Install Certificate”
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10. Click Next on Certificate Import Wizard
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11. Select “Place all certificates in the following store” and then click on browse button.

[image: image11.png]Gertificate Import Wizard

Certificate Store
Certficate stores are system areas where certficates are kept.

Windows can sukmaicaly select & caricate stoe, or you can spey 3 locaion fr
O hutomsticaly select the crtica sore based on th type of certfiate
© iace laiates e ol e

Centficate store:





12. Select “Trusted Publishers” on select certificate store & click on Ok

[image: image12.png]Select Certificate Store.

Select the certficate store you wank to use,

Trusted Raok Certfication Authariies A
Enterprise Trust

Intermediate Certfication Authrttes
ctive Directory User Object

2 ket Contfiabes
<

[ show physical stores.





13. Click next once “Trusted Publisher” is displayed in Certificate store
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14. Click Finish on Certificate Import Wizard Screen
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15. On Successful import following message will be displayed.
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